Kepler - Bug #5463

Provide security for Kepler databases
08/15/2011 02:08 PM - Derik Barseghian

Status: Resolved Start date: 08/15/2011
Priority: Normal Due date:

Assignee: Daniel Crawl % Done: 0%
Category: core Estimated time: 0.00 hour
Target version: 24.0 Spent time: 0.00 hour
Bugzilla-ld: 5463

Description

By default, Kepler keeps certain data in hsqgl dbs, run as servers. If someone knows your ip, your servers are up, and you're not
running a firewall, they can connect and delete your data.

The hsql 2.0 docs have this section:
http://hsqgldb.org/doc/2.0/guide/listeners-chapt.htmi#listeners_acl-sect

Related issues:
Has duplicate Kepler - Bug #5279: HSQL databases use default account Resolved 01/26/2011

History

#1 - 08/15/2011 02:18 PM - Derik Barseghian

duplicate

#2 - 03/27/2013 02:30 PM - Redmine Admin
Original Bugzilla ID was 5463
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